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1. INTRODUCTION :

On 05/03/2024. 10 Youth Red Cross Volunteers of MMK & SDM Mahila MahaVidyalaya
attended a crucial awareness program on cybercrime issues targeted at women, conducted at NIE
First grade College Mysore. The chief guest was Shri Dinesh B.G, hon’ble senior civil judge and
member secretary district legal services authority, Mysore and Presenter was Mr. Prasanna
Kumar, cybercrime police inspector CEN police station Mysore. The event focused on educating
attendees on the various facets of cybercrimes that predominantly affect women and empowering
them with knowledge and tools to safeguard themselves in the digital space.

2.

OBJECTIVE :

The objective to visit the blind government school by Youth Red Cross Volunteers is

3.

To raise awareness among young women about the different types of cybercrimes.

To educate participants on the legal frameworks and rights those protect victims of
cybercrimes.

To empower women with practical tips and strategies for online safety and privacy.

To foster a supportive community that can act as a safety net for victims of cybercrimes.

Proceedings of the visit :

Registration and Welcome

The program commenced with a registration process, welcoming participants and volunteers.
The organizers provided an overview of the day's schedule, setting the tone for a productive
session focused on learning and empowerment.

Inaugural Session

Opening Remarks: The event began with opening remarks by esteemed guests and
organizers, highlighting the significance of cyber safety for women in today's digital age.
Keynote Address: A keynote speech was delivered by a prominent figure in cybersecurity,
offering insights into the global and local scenarios of cybercrimes against women.
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Educational Sessions

The core of the visit comprised several educational sessions, each tackling different aspects of
cybercrime awareness and prevention:

Types of Cybercrimes: An in-depth analysis of the various forms of cybercrimes targeting
women, including cyberstalking, phishing, identity theft, and unauthorized access 10 personal
data

Legal Frameworks: Experts in cyber law outlined the legal protections available to victims
of eybercrimes, emphasizing the importance of understanding one’s rights and the legal
recourse available.

Online Safety Workshops: Interactive workshops provided hands-on training on securing

personal information online, using privacy settings effectively, and recognizing and avoiding
online scams and threats.

Interactive Sessions
*  Q&A with Cybersecurity Experts: A session where participants could ask questions
directly 1o cybersecurity experts, facilitating a deeper understanding of technical and legal
aspects of online safety.

Survivor Stories: Courageous survivors shared their experiences with cybercrime, offering

insights into the emotional and psychological impact and the importance of seeking support.
Reporting and Support Mechanisms

A crucial part of the visit involved educating participants on how to report cybercrimes and the
support systems available, including:

Guidance on Reporting: Detailed instructions on how to report cybercrimes to authorities
and the role of various organizations in providing support to victims.

Support Services: Information on counseling and legal support services available for
victims of cybercrimes.

Conclusion and Call to Action

The program concluded with a rallying call to action, urging participants to use the knowledge
gained to protect themselves and others in the digital world. Volunteers were encouraged to

disseminate the information within their communities to foster a safer online environment for
women.

Feedback and Networking

The day ended with a feedback session, allowing participanis to share their thoughts and
suggestions for future programs. This was also an opportunity for networking, encouraging
collaboration between volunteers, participants, and experts in the field of cybersecurity.
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4. IMPACT:
m for Women at NIE College
hosted at NIE College, was a significant

bererimes against women. The

s, reflecting its comprehensive
in the context of cyber

Impact of the Cybercrime Awareness Progra

The Cybercrime Awareness Program for Women,
initiative aimed at addressing the growing concermn over ¢y
program's impact can be assessed across several dimension
approach towards education, empowerment, and community engagement

safety.

Enhanced Awareness and Understanding

One of the primary impacts of the program was the heightened aware
among participants regarding the nature and scope of cybercrimes. Before attending the pro
many were unaware of the various forms of cyber threats, such as cyberstalking, phishing,

identity theft, and online harassment. The program successfully illuminated these issues,
that is more knowledgeable about the risks present in the digital world.

ness and understanding
gram,

fostering a community

Empowerment through Education
The detailed sessions on legal rights and the mechanisms available for reporting cybercrimes
tect themselves and take action if they

empowered women with the knowledge necessary (o pro
ever become victims. This empowerment through education is pivotal, as it not only equips
individuals with the tools to safeguard their digital presence but also instills confidence to

navigate the online world more securely.

Development of Safe Online Practices
The workshops and interactive sessions focusing on online safety practices, such as secure
password creation, privacy settings management, and the importance of digital footprints, have
had a profound impact on behavior change among participants. The program instilled practical
skills and habits that participants are likely to carry forward, contributing to their personal

security and that of their networks.

Community Support and Solidarity

s of survivors and engaging in discussions with peers created a sense of

ipants. This aspect of the program emphasized the
t in overcoming the challenges posed by cybercrimes. It
share knowledge, and contribute 10 creating a

Hearing the storie
community and solidarity among partic
importance of a supportive environmen
encouraged participants 10 support each other,
safer online environment for women.

[necrease in Reporting Confidence
By demystifying the process of’ reporting cybercrimes and highlighting the available support
systems, the program likely led to an increasc in the confidence and willingness of participants to

report incidents. Understanding that there are legal frameworks in place and organizations ready



10 offer assistance can significantly reduce the hesitation victims might feel about cOmINg
forvward

Ripple Effect in the Community

The participants, equipped with new knowledge and skills, are poised to act as ambassadors of
cyber safety in their respective communities. This multiplier effect can significantly ﬂlt‘:r_ld the
impact of the program, as more individuals become aware of how to protect themselves from
cybercrimes and support others in doing so.

Feedback for Continuous Improvement

The feedback and suggestions collected at the end of the program provide valuable insights for
the organizers to refine and improve future initiatives. This continuous loop of feedback and

improvement ensures that subsequent programs will be even more effective in addressing the
needs and concerns of participants.

5.NO OF STUDENTS ATTENDED:

10 STUDENTS

6. OUTCOME:

Increased Awareness and Knowledge

Broadened Understanding: Participants left the program with a significantly broader
understanding of what constitutes cybercrime, including less commonly known forms of
online harassment and digital abuse.

Informed About Rights: There was a clear increase in awareness about legal ri ghts and
protections available to victims of cybercrimes, equipping women with the knowledge to
navigate the legal system effectively.

Behavioral Change Towards Online Safety

Adoption of Secure Practices: The program succeeded in motivating participants to adopt
safer online practices, such as regular password changes, use of two-factor authentication,
and more cautious sharing of personal information on social media platforms.

Enhanced Digital Literacy: Participants gained skills in identifying potential cyber threats

and phishing attempts, enhancing their overall digital literacy and resilience against cyber
attacks.
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Empowerment and Confidence Building

-

Empowered to Report: The detailed guidance on reporting mechanisms for cybercrimes has
empowered participants with the confidence to report incidents, knowing there are supportive
pathways for assistance and recourse.

Increased Self-Efficacy: By equipping participants with tools and knowledge to protect
themselves online, the program significantly boosted their self-efficacy and confidence in
navigating the digital world safely.

Community Impact and Outreach

Creation of Support Networks: The program fostered the creation of informal support
networks among participants, encouraging peer support and the sharing of information
beyond the confines of the event.

Community Awareness Initiatives: Inspired by the program, some participants initiated or
planned awareness campaigns and workshops in their own communities. schools, and
colleges, aiming to spread the knowledge they had acquired.

Feedback Loop for Continuous Improvement

Valuable Feedback: The collection of feedback from participants provided crucial insights
for the organizers, highlighting areas of success and aspects needing improvement, ensuring
the evolution of the program to better meet the needs of future attendees.

7. Timetable of the program:

DATE: 05/03/2024

TIME: 03:00 PM to 6:00 PM
NAME OF THE FACULTY INVOLVED: Syed Sadath, YRC Program Officer.

VENUE: NIE First Grade College, Mysore.
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Photos Of Cybercrime awareness programme
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Visveshwara Nagar, Karnataka, India
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Ref No.: MMKESDM/MMV/ [2023to 2024 Date:

List of Students Attended Awareness Program on Cyber crime issues.

SL NO STUDENTS NAME | CLASS ROLL NO | SIGNATURE

1 Bibi Fatima farzeen | IIBBA 21910 | JaHdina £
2 Deeksha. S 11l BBA 2191#’%‘!’0‘ g

3 Nishita M IBCA 23538 TLM‘H
T

4 Devika P C I BCA 23510 @M-
| F

5 Decksha MR | I BCA 23508 Q&Wﬁ

baove M4

6 Meghana M I BCA 23530 |

7 Nisarga N 1 BCA 23537 | NI

8 Hema D I BCA 23517 RW'@

9 Pavithra C 1 BCA 23540 | Fow Heva L
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